**Film Zero Days**

**Chingiz:**

Eerst en vooral vond ik de documentaire zeer interessant en leerrijk voor iemand die geboeid is door cybersecurity. Experts en topmensen van cybersecurity, national security agencies en hackers horen praten en zien hoe ze redeneren en waarom is uiterst interessant.

Ik begrijp zeker dat de oorlog deze dagen heel veel in cyberspace gebeurt. Er zijn enkele staten die zeer ver staan in cyberespionage en sabotage en die hierdoor enorm veel macht en invloed hebben op andere staten, maar die beseffen ook dat het een twee snijdend mes is, nl alles wat ze een ander kunnen aandoen, kunnen anderen tegen hen ook doen.

Er zijn veel mensen, die op top niveau betrokken zijn bij deze cyberwar en die daar misschien niet zelf voor gekozen hebben om ook ‘vuile’ middelen te gebruiken, of die gewoon tegen het totaal controle van de overheid uit zijn, maar daar zelf niets aan kunnen doen, en die dan anoniem informatie doorspelen aan de mediamakers, die deze info op hun beurt publiek durven te maken aan de burgers, die bijna in alle gevallen het slachtoffer zijn van de Big Brother.

Sommigen gaan zelfs verder en dan krijg je mensen die strijden voor de waarheid, zoals bijvoorbeeld Edward Snowden, die, ondanks het besef dat hij vermoord kan worden, ervoor kiest om de waarheid te onthullen.

Voor me is het heel duidelijk dat zowel VS als Israel betrokken zijn bij het maken en het verspreiden van de StuxNet, codenaam The Olimpic Games. Ik heb enkele andere documentaires gezien en artikels gelezen over Mossad en hun niveau van ontwikkeling in technologische branches. Hoe bijvoorbeeld de beveiliging van het luchthaven in Jeruzalem gebeurt is gewoon fantastisch.

Israel is al lang bevriend met de VS, zeker op het vlak van technologie uitwisseling en de (cyber) warfare. Het is geweten dat ze technologisch het verst ontwikkelt zijn. Israel is klein en veel kleinschaliger dan de Arabische wereld, en probeert zich ertegen te beschermen door de kwantitatieve voordeel van de Arabieren te overwinnen met kwalitatieve wapens. Ik kan ze geen ongelijk geven als ze proberen te vermijden dat de vijand aan krachtige wapens met massale werking wil ontplooien end dat ze op zijn Machiaveliaans te werk gaan: het doel heiligt alle middelen, en het doel van Israel is heel duidelijk – overleven en superieur zijn in alles. Ze zijn niet voor niets het Gods uitverkoren volk.

Sanjy:

Ik vond een zeer goede documentaire film over StuxNet. Er werd wel duidelijk vertelde met goede voorbeelden, animaties en met interview van paar belangrijke mensen (experten), hoe gevaarlijk het virus is, wat was de oorzaken, hoe moeilijk de virussen uitvinden en verwijderen, hoe word de virussen verspreidt enz. De StuxNet computervirus werd ontwikkeld door de Amerikaanse overheid en door de Verenigde Staten en Israël werd gebruikt om centrifuges in een goed bewaakte Iraanse faciliteit te vernietigen, waardoor de ontwikkeling van Iran werd vertraagd van een nucleair arsenaal. Het virus werd geheimgehouden dat geen enkele vertegenwoordiger van de Amerikaanse of Israëlische overheid zijn betrokkenheid publiekelijk heeft toegegeven.

Chingiz

De documentaire toont heel goed aan dat de cyberwereld een Wild West is, zonder wetten, zonder straffen, vol met misdadigers en zonder een centrale instantie die ook maar enige vorm van controlle heeft. Het is quasi onmogelijk om de bron (locatie, persoon, instantie, ...) te bepalen om een schuldige aan te duiden. Men kan alleen maar gissen en beweringen maken zonder echt bewijs te leveren. Zo worden verschillende staten beschuldigd van hun inmeng in de politiek van andere staten. Volgens me, het werk waarvan ze soms beschuldigd worden maar een fractie is van hun totale inmeng, maar zelfs dit klein gedeelte kunnen ze niet bewijzen.